**ПРОКУРАТУРА ГОРОДА ЩЕКИНО РАЗЪЯСНЯЕТ**

**Телефонное мошенничество: как распознать и не дать себя обмануть?**

**Мошенничества, связанные с деятельностью Интернет-магазинов и сайтов по продаже авиа-, ж/д-билетов.**

Если Вас просят внести предоплату на некий виртуальный кошелек или перевести деньги на номер телефона –

**это обман**

**СМС-рассылки или электронные письма с сообщениями о выигрыше автомобиля либо других ценных призов.**

Если Вы не принимали участие в розыгрыше призов, лотерее, но Вас просят перевести денежные средства для получения выигрыша –

**это обман**

**СМС-сообщение со ссылкой на скачивание открытки, музыки, картинки или какой-нибудь программы.**

Если Вам пришло смс-сообщение с такой ссылкой – не открывайте его и не переходите по этой ссылке. Вы можете, сами того не подозревая, получить на телефон вирус или оформить подписку на платные услуги –

**это обман**

**СМС-рассылки, звонки от «банковских сотрудников».**

Если Вам пришло смс-сообщение, либо звонит неизвестный, представляясь сотрудником банка, сообщает информацию о блокировке Вашей банковской карты, а для ее разблокировки просят позвонить или отправить смс на короткий номер –

 **это обман**